**[Individual] Industry Application of the Technology**

**1. Select an industry (one) that has either been changed or likely to be changed with your chosen Tech.**

Cross-institutional sharing of healthcare data is a complex undertaking with the potential to significantly increase research and clinical effectiveness[1]. First and foremost, institutions often are reluctant to share data because of privacy concerns[7], and may fear that sending information will give others a competitive advantage[8]. Next, even if privacy concerns could be addressed, there is no broad consensus around the specific technical infrastructure needed to support such a task[9]. Finally, healthcare data itself is complex, and sending information across institutional boundaries requires a shared understanding of both data structures and meaning. Even assuming data can be shared efficiently and securely, these interoperability issues left unchecked will limit the utility of the data. Despite evidence that the value of healthcare data exchange is large[3], these issues, described below, remain significant barriers.

**Goals**

The main goal of this work is to describe an approach to effectively and securely share healthcare information within a data sharing network. We believe that a patient’s record should be consistent and available across institutional boundaries, and the terms of its access strictly dictated by the patient. As a secondary goal, this data should not only be shared, but shared in such a way that all interested parties can understand the structure and meaning, ultimately leading to improved data utility and patient care.

**Business Value**

Both the patient and the provider are positioned to benefit from a robust data exchange platform. Viewed from both perspectives, one may see that the quantifiable benefits gained by providers and organizations[5] are paralleled by greater convenience and better care outcomes for the patient.

**Patient Perspective:**

– Patients no longer need to coordinate the tedious and frustrating task of gathering records from various providers to send to their specialist. Instead, they would provide the specialist access to the blockchain, enabling them access to the data as they see fit.

– Patients retain control of their data without having to be data stewards – meaning, they no longer have to spend time and energy keeping their data managed and up to date. They also no longer need to manually reconcile the data when they visit multiple providers, which can be a non-trivial task.

– Ultimately, better and more available data leads to better care for the patient.

**Provider and Organization Perspective:**

– The true collaborative nature of creating and sharing data would eliminate many of the challenges of existing Health Information Exchange approaches.

– Healthcare organizations do not have to fight for a data-driven competitive advantage, because they all have access to the same information. This approach will enable organizations to collaborate on care coordination and outcomes-based care.

– Through existing trust/contracts with patients and partner hospitals/organizations, nodes can broadcast alerts or potential threats.

– Data can be shared for research activities including clinical trials, enabling larger and more diverse patient populations.

**2. Take into account of available information for your industry, i.e., not too new where there is no evidence.**

**1.1 Security**

Failing to secure the patient record has financial and legal consequences, as well as the potential to impact patient care. Securing the electronic medical record is a challenging task[6], and the ramifications of a breach are a strong disincentive to sharing data. For this work, we focus on both privacy and anonymity and how they apply to data sharing. Data privacy involves ensuring only authorized parties may access the medical record. This impacts any healthcare system, as patient privacy is not only an ethical responsibility, but a legal mandate[7]. Patient data is also an asset to the institution, and unauthorized access could compromise competitive advantages or reveal proprietary practices. Data anonymity may also be used to secure the record. In this way, identifiable information is left out, and only summary/partial data is shared. This can be acceptable, but is challenging, as it requires a large number of attributes with potential resource or patient care value to be removed from the record in order for it to be considered de-identified[8].

**1.2 Infrastructure**

A significant hurdle to sharing data is the agreement of the supporting technical architecture and infrastructure. Many attempts at data sharing require either (1) a centralized data source, or (2) the transmission of bulk data to other institutions. Both options introduce unique problems. Centralization increases the security risk footprint, and requires centralized trust in a single authority, while bulk data transmission forces institutions to yield operational control of their data.

**1.3 Interoperability**

Interoperability of healthcare records is the extent to which the clinical intent can be conveyed across institutional boundaries. Given the complexities of data in the healthcare domain, this is inherently difficult to achieve[9]. We examine interoperability within the context of two facets: Structure and Semantics, each necessary for the successful exchange of healthcare data[10]. Data structure, or the attributes and data elements use to convey information, is an important part of interoperability. Healthcare data is complex, and heterogeneous structures decrease the effectiveness of analysis and reduce understandability. To combat this, several industry-wide standards have been advanced[11]. While effective, there is no one authoritative standard, and aligning data encoded with disparate standards is a non-trivial task. Semantics refers to the use of terminologies and vocabularies to describe data meaning, or to codify the data. This codification of healthcare data is important to its interpretation, but is only effective if all parties agree upon the same codification schemes, or controlled terminologies[12]. Often, subsets of vocabularies are used to scope a particular domain of interest. These subsets, called Value Sets, may be used in conjunction with structural models to constrain the allowable codifications for attributes or attribute types.

This process of obtaining and sharing medical records is ineffective for the following reasons:

• It is slow since copies of medical data must be prepared, delivered, and picked up by patients. The law allows providers up to 30 days to supply medical records to patients, although some providers may only take 5-10 business days to prepare non-critical health records [22].

• It is insecure because data copies may be lost or stolen during their physical transmission by patients from one location to another.

• It is incomplete since as patient health history may be fragmented because their data is stored in disparate and siloed systems. There is no single source that stores all the medical records of an individual, so patients must therefore be responsible for keeping track of when and where they received health services in order to request copies of their medical history.

• It lacks context since today’s healthcare systems are provider-centric instead of patientcentric, thereby preventing patients from taking control of their own health records and having knowledge of what is done to their data or who has accessed their data [23].

**3. Each group member to have a different industry:**

A key problem in production healthcare systems today is the lack of secure links that can connect all independent health systems together to establish an end-to-end reachable network [9] while protecting healthcare professionals with some level of anonymity (privacy). Although data standards like HL7 [10] and FHIR [11] provide basic interoperability for data exchange between trusted systems, this level of interoperability is limited to the implemented standards and requires data mapping between systems in most if not all cases. Maintainability of these systems is also hard to achieve since an interface change on one system requires other parties in the trusted network to adapt the change as well.

**3.1 Detailed discussion of 2 real world IT examples**

**3.1.1 Patient-Controlled Cancer Data Sharing**

Cancer diagnoses and treatment plans are rarely black-and-white, i.e., they involve many considerations due to the complexity of tumor cases and the number of available treatment options [Multidisciplinary Cancer Care: The Benefits of a Tumor Board. (n.d.). Retrieved March 01, 2018, from <https://www.maacenter.org/blog/multidisciplinary-cancer-care-the-benefits-of-a-tumorboard>]. Getting fresh perspectives from different specialists can help narrow down the options and may shorten the time from (suspected) diagnosis to treatment for a cancer patient. In the U.S. today, most hospitals have included at least one tumor board, which is a multidisciplinary team of medical, surgical, radiation oncologists, and other specialists and care providers, to review and discuss individual cancer patient’s condition and treatment options in depth [2]. Despite the increasing effort to encourage cancer care collaboration among oncologists, patients and families remain passive in the decision-making process. A largescale enterprise hospital may involve specialists from a wider range of disciplines, whereas a smaller-scale care center may have limited resources to expand their tumor boards. The quality of life that is important to cancer patients may be neglected due to patient disengagement.

In reality, patients may wish to reach out to a new provider for a second opinion on their medical conditions and/or treatment plan. To share critical data today, patients have to obtain copies of their medical reports from their current provider, which may include their family history, visit history, prescriptions, current diagnoses and treatment options, and so on. All reports will then be delivered physically to the new provider. In this technologically advanced society, patients with critical conditions should be least involved in the manual data sharing process and have the critical data shared in a timely manner to prevent delays in treatment. A patient-controlled data sharing feature is missing from the existing health systems for cancer patients to promptly request a second opinion and also selectively share information. Instead of creating a new trusted “middle man” that mediates the establishment of trust relationships between providers/hospitals, Blockchain technology offers the opportunity for trustless exchange and disintermediation that allow existing trust relationships to be aggregated and propagated across various organizations and providers. This approach is similar to the patient referral process, except the referrals are not limited to a single provider’s network. Instead, they could be expanded across different regions, states, and even countries. A Blockchain-based system can also capture existing trust relationships between patients and providers, allowing patients to decide which provider(s) can share their data.

**3.1.2 Personal Health Records**

Unlike the current standard practice of using provider-centric EHRs to maintain and manage patient data, personal health records (PHRs) are applications used by patients, the true data owners, to access and manage their health information. The ultimate goal for PHRs is to help patients securely and conveniently collect, track, and control their complete health records compiled from various sources, including provider visit data, immunization history, prescriptions records, physical activity data collected from Smartphone devices, and many more. PHRs enable patients to control how their health information is used and shared, verify the accuracy of their health records, and correct potential errors in the data [53]. Enterprises and technology companies, such as Apple and Microsoft, have begun exploring centralized solutions with their Apple Health [40] and Microsoft HealthVault [54] products. Centralized approaches do not resolve the data sharing problem at its core, however, and may therefore face similar hurdles as existing disparate EHR systems. Blockchains, in contrast, allow distribution of control to individuals via decentralization enabled by consensus algorithms. By creating a widely accessible and secure data distribution service that connects to existing health systems, patients can easily aggregate their medical history without requesting a copy from every provider they have visited. Connections to personal smart devices are also possible as Blockchains remove the “distrust” between healthcare professionals and third party health tracking apps and services. Furthermore, permission-based data distribution can be set up with smart contracts to guarantee that patients (1) remain in control of their data access, (2) are aware of the origin of aggregated data sources, and (3) are informed when their data is accessed by providers. Data origin and access history are made transparent to the patients through immutable audit logs to always keep patients up-to-date of when and by whom their health information is retrieved.

**3.2 The discussion should also compare and contrast the 2 IT related examples in relation to the topic.**

**4. Discussion should focus on relating to the innovation concepts (can refer to the group’s innovation concepts).**
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